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Clevedon Town Council will only retain data that is lawfully acquired to undertake the powers and duties of the Town Council. All data will only be retained for as long as it is required to undertake the powers and duties of the Town Council. All data that is no longer required shall be destroyed or removed as per the Data Disposal Procedure. 

Access – All data will only be accessed by designated personnel as specified in the Data Asset Register.

Sharing Internally – No data will be shared internally unless it is required for the undertaking of the powers and duties of the Town Council. Data will only be shared between Staff members and Clevedon Town Councillors.

Sharing Externally - No data will be shared with a third party unless specific consent has been obtained from the data subject and only if required for the undertaking of the powers and duties of the Town Council. Any 3rd party sharing will require a data processing consent form 3rd Party. 

Sharing of Councillors information – Councillors details will be shared as per the consent form completed at the beginning of their term of office and as required by the regulations for the representation of the People. Councillors information is regarded as a Lawfulness use under GDPR 2016/679 Article 6 .1.C.



Data Processing Procedure

All data held by Clevedon Town Council shall be recorded in the Data Asset Register which will specify the type of data held, what is it held for, who has access to the date internally, who has access externally and the limit of that access, record of any Data Processing Consent Forms 3rd party, and details of the security measures.

Specific data will be specified in a risk assessment detailing the risks to that data and the control measures; this is to be read in tandem with the Data Assets Register. 

All data when being disposed of will comply with the Data Disposal Policy.

When any data is received in the office it will be treated in compliance with a specific risk assessment procedure. If no procedure exists then the data will be deemed under the following process.

Identification – the data and its source will be clearly identified and assessed. Is the data for a one off incident or contact? 
· If one off then the data is disposed of once the contact is completed. 
· If it’s part of a larger usage or contract; does it need its own risk assessment? If no the data is kept secure then disposed of once the data is no longer required.
Storage – any data not covered by a risk assessment will be kept secure and not shared externally and only internally in as far as it’s needed to undertake the usage need.
Disposal – as soon as is practical the data is disposed of in compliance with the Data Disposal Policy.

Any data collected or stored will only be used for the purpose for which it has been obtained; all data is to be destroyed in compliance with the Data Disposal Policy once that purpose no longer exists.

Maintenance of Data – all data will be held at a specified point, and will be regularly reviewed to ensure it is current and relevant.


Data request internally- any request by Council Staff or Councillors will be line with the Data Asset Register, any request has to be relevant to the usage to which the data was acquired.  
Data request externally – any request by members of the public or third party for details of data held on them shall be passed to the Data Controller. 
The Data Controller will ascertain the identity of the person requesting the data to ensure that they are the person to whom the data relates.
The Data Controller will copy all records relating to the person in all data held on the Data Asset Register 
The records will be sent to the person requesting the data by recorded delivery
Any amendments to the data should be notified to the Data Controller who will make the adjustments and acknowledged.


Request to be forgotten – any request for a person to be forgotten or removed shall be passed to the Data Controller.
The Data Controller will ascertain the identity of the person requesting to be forgotten to ensure that they are the person to whom the data relates.
The Data Controller will ensure that all the relevant data is removed from the system. 
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